**ПРИКАЗ № num**

г. Москва

«num» february 20nmг.

**о создании комиссии по категорированию объектов критической**

**информационной инфраструктуры**

В целях исполнения Федерального закона от 26.07.2017 № 187-ФЗ «О безопасности критической информационной инфраструктуры Российской Федерации» и «Правил категорирования объектов критической информационной инфраструктуры Российской Федерации, а также перечня показателей критериев значимости объектов критической информационной инфраструктуры Российской Федерации и их значений», утвержденные постановлением Правительства РФ от 08.02.2018 г. №127. **Приказываю:**

1 Создать комиссию по категорированию объектов критической информационной инфраструктуры (далее — Комиссия).

2 Утвердить состав Комиссии согласно Приложению № 1 к настоящему приказу.

3 В своей работе комиссии по категорированию объектов КИИ руководствоваться Постановлением Правительства РФ от 8 февраля 2018 г. № 127 «Об утверждении Правил категорирования объектов критической информационной инфраструктуры Российской Федерации, а также перечня показателей критериев значимости объектов критической информационной инфраструктуры Российской Федерации и их значений» и Положением о комиссии по категорированию объектов критической информационной инфраструктуры (Приложение 2 к настоящему приказу).

4 Комиссии:

‒ определить процессы в рамках осуществления видов деятельности vimpel;

‒ выявить критические процессы, реализуемые vimpel;

‒ выявить объекты КИИ, которые обрабатывают информацию, необходимую для выполнения критических процессов, и (или) осуществляют управление, контроль или мониторинг критических процессов;

‒ в срок до 21.01.2023 г. оформить и подготовить к утверждению перечень объектов КИИ, подлежащих категорированию;

‒ согласовать перечень объектов КИИ, подлежащих категорированию, с государственным органом или российским юридическим лицом, выполняющим функции по разработке, проведению или реализации государственной политики и (или) нормативно-правовому регулированию в установленной сфере;

‒ направить перечень объектов КИИ, подлежащих категорированию в ФСТЭК России для согласования в течение 5 рабочих дней после его утверждения;

‒ рассмотреть возможные действия нарушителей в отношении объектов КИИ, а также иные источники угроз безопасности информации;

‒ провести анализ угроз безопасности информации, которые могут привести к возникновению компьютерных инцидентов на объектах КИИ;

‒ оценить масштаб возможных последствий в случае возникновения компьютерных инцидентов на объектах КИИ;

‒ в срок до 21.01.2023 г. провести категорирование объектов КИИ, подлежащих категорированию, и оформить решение в виде актов категорирования;

‒ направить сведения о результатах категорирования в ФСТЭК России по присвоения объекту критической информационной инфраструктуры одной из категорий значимости либо об отсутствии необходимости присвоения таких категорий (в течение 10 дней со дня утверждения актов категорирования);

‒ проводить корректировки данных и отвечать на соответствующие запросы в ходе процедуры категорирования объектов КИИ;

‒ проводить категорирование вновь создаваемых объектов КИИ;

‒ обеспечить хранение актов категорирования до вывода из эксплуатации соответствующих объектов КИИ или до изменения категории значимости.

5 Контроль над исполнением настоящего приказа оставляю за собой.
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директор vimpel

Петров